Fixation of Evidentiary Information on the War Crimes, Committed in Ukraine

Abstract: Large-scale Russian aggression against Ukraine led to the huge number of war crimes commitment. The pre-trial investigation of this category of criminal proceedings led to problems in fixation of evidentiary information and collection evidence. Problems at this stage are associated with the dangers of conducting investigative (research) actions, the need to obtain information from the occupied territories, the presence of misinformation and countermeasures from the aggressor country. A separate problem was the departure of witnesses and victims abroad, the fear of giving statements to law enforcement agencies. Therefore, the most valuable information has become digital information and digital evidence, since their collection is possible remotely. In order for this information to become evidential, it is important to comply with the collection standards according to the relevant protocols.

Today, the law enforcement agencies of Ukraine, which carry out pre-trial investigations into crimes committed during the Russian aggression against Ukraine, work in difficult conditions of the growing number of atrocities of the aggressor’s army, the implementation of hostilities, the lack of safe conditions for recording and collecting evidentiary information.
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Russian Federation is waging a full-scale war against Ukraine, which has forced more than a third of Ukrainians to leave their homes (almost 14 million Ukrainians in the first 100 days of the war) and has claimed many lives. According to the Office of the United Nations High Commissioner for Refugees, it was established that there were 7.6 million Ukrainian refugees in Europe, 4.2 million registered and asked for shelter and assistance1.

Methods of conducting this war are targeted terror in all Ukrainian regions, mass murder and torture, kidnapping and rape, forced deportation of the civilian population, destruction of the civil infrastructure of Mariupol, Kharkiv, Chernihiv, Kremenchuk, Kherson, Mykolaiv, Nikopol, Lviv and other settlements, atrocities in Irpin, Bucha, Hostomel, Borodianka, Izium, Kupiansk, occupation of certain regions of the country which allows us to raise questions about Ukrainian people genocide.

1 The UN Refugee Agency. URL: https://www.unhcr.org/ua/contact-us-ua
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According to the statistics of the General Prosecutor’s Office, as of April 2, 2023, 77,900 crimes of aggression and war crimes, 16,934 crimes against national security were registered in Ukraine. According to juvenile prosecutors, 1,411 children were injured in Ukraine as a result of the full-scale armed aggression of the Russian Federation. At the same time, 467 children died and more than 944 were injured of various degrees of severity\(^2\). According to various estimates, during the war Russia could deport from 260 to 700 thousand Ukrainian children\(^3\).

According to the Prosecutor General’s Office, during the year of full-scale war, Russia destroyed or damaged more than 81 thousand civilian objects with targeted attacks: more than 62 thousand residential buildings, more than 450 medical institutions\(^4\). 3,126 educational institutions were damaged due to massive bombing and shelling by the armed forces of Russian Federation, 438 of them were completely destroyed\(^5\). Russia in the 21st century is destroying critical infrastructure, killing civilians, deporting children, stealing grain, blocking Ukrainian ports, and trying to create a global food crisis.

Russian occupying forces launched 68 rockets and used 30 kamikaze drones against objects on the territory of Ukraine in just one week (from October 27 to November 3, 2022). Massive missile strikes on energy facilities in Ukraine took place on November 15, when more than 90 missiles and 10 kamikaze drones were launched, leaving about 20 million people without power.

Investigating war crimes during wartime is a difficult task. This is due to the dangers of conducting investigative (research) actions, the need to obtain information from occupied territories, existence of disinformation and countermeasures from the aggressor country.

Currently law enforcement agencies of Ukraine, that carry out pre-trial investigations into crimes committed during the Russian aggression against Ukraine, work in difficult conditions of the growing number of atrocities of the aggressor army, implementation of hostilities, the lack of safe conditions for recording and collecting evidentiary information (that can be lost if not to carry out the necessary investigative (search) actions). Problem is the need to attract technical, expert and special assistance at the crime scene, to create qualified investigative teams. In addition, I. V. Hloviuk and H. K. Teteriatnyk rightly point out that “methodology specificity of investigating war crimes committed in the context of an armed conflict consists in application of the collective (brigade) method of investigation, investigation on “hot traces” and special procedures of investigative (research) actions in conditions of armed conflict”\(^6\).

The system of pre-trial investigation bodies faces new challenges related to the need for “quality documentation, collection of evidence bases of mass criminal violations of international humanitarian law, many of which have to be investigated for the first time in the absence of developed specialized methodologies”.

\(^2\) Офіс Генерального прокурора. URL: https://www.gp.gov.ua; Офіс Генерального прокурора. URL: https://m.facebook.com/1000045965580174

\(^3\) Див.: В Росію могли депортувати до 700 тис. українських дітей. URL: https://www.ukrinform.ua/amp/rubric-society/3653634-v-rosiu-mogli-deportuvati-do-700-tisac-ukrainskih-ditej-ekspert.html

\(^4\) В Україні вже зафіксували понад 71 тисячу воєнних злочинів РФ. URL: https://www.ukrinform.ua/amp/rubric-society/3682265-v-ukraine-vze-zafiksuvali-ponad-71-tysac-voennih-zlochiniv-ru.html

\(^5\) Офіс Генерального прокурора. URL: https://m.facebook.com/1000045965580174

\(^6\) Гловюк І. В., Тетерятник Г. К. Контекстуальні елементи у провадженнях щодо воєнних злочинів: предмет доказування Sui Generis. Юридичний науковий електронний журнал. 2022. № 6. С. 397.
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In the forensic aspect, the recording of evidence is a system of actions for display of evidence and conditions, means and methods of their detection and procedural processing\textsuperscript{16}. Fixation of evidentiary information involves use of modern forensic knowledge and appropriate technical and forensic tools (digital photo and video equipment, video control systems, optical visualization systems, 3D scanners, UAVs (drones, quadcopters, multicopters), mobile DNA laboratories, etc.).

Use of forensic means, techniques and methods is the answer to criminal activity. The task of criminalistics is to develop and use such tools that allow to properly collect, investigate and use evidentiary information. The topic of criminalistics traditionally includes laws related to the evidence procedure (collection, research, evaluation and use of evidence). It is no accident that at one time criminology was considered as the science of judicial evidence or the science of evidentiary law (S. M. Potapov)\textsuperscript{17}.

In forensic science, there is an axiom that was once proposed by Dr. Edmond Locar (Locar principle): “every contact leaves a trace.” In this sense, any criminal offense always leaves traces (materially fixed, ideal, virtual or electronic ones).

The Prosecutor General’s Office(Ukraine), 13 EU member states and the Office of the Prosecutor of International Criminal Court (ICC) opened an investigation into war crimes and crimes against humanity committed in Ukraine. At the same time, Prosecutor General’s Office offered a special home page with a request to citizens to register and document such crimes. A special EU investigative team was created together with Poland, Lithuania and Ukraine with the support of Eurojust and Europol. On April 25, 2022, Eurojust and the International Criminal Court (ICC) agreed on joint efforts and the Court participation in the joint investigative team. Estonia, Latvia, Slovakia\textsuperscript{18} and Romania also became members of the joint investigative group\textsuperscript{19}. Czech government has approved deployment of up to 15 members of the Military Law Enforcement Service to assist in the investigation of war crimes in Ukraine. The Czech mission will be part of the investigative team of the International Criminal Court and will be involved on a periodic basis\textsuperscript{20}. It is important that joint investigative groups (Task Forces) should be created to collect (record) evidence of crimes committed by the Russian Federation, which will be submitted to the International Criminal Court (ICC).

Office of the Prosecutor General, together with Ukrainian and international partners, created a special resource called Warcrimes to document war crimes and crimes against humanity committed during the full-scale war in Ukraine. Documented evidence will be used to prosecute those involved in crimes under Ukrainian law, as well as at the International Criminal Court and

\textsuperscript{16} Ковальчук С. О. Структура та зміст збирання доказів як етап їх формування під час кримінального процесуального доказування. Підручник український прав. час. 2018. 4. Ч. 2. C. 105.
\textsuperscript{17} Див.: Энциклопедия криминалистики в лицах / под ред. В. Ю. Шепитько. Харьков: Апостиль, 2014. С. 278, 279.
\textsuperscript{18} Російські воєнні злочини в Україні: ЄС підтримує розслідування Міжнародного кримінального суду, надаючи 7,25 мільйонів євро. An official EU website. URL: https://ec.europa.eu/commission/presscorner/detail/en/IP_22_3543
\textsuperscript{19} Румунія приєдналась до спільної групи слідчих, що розслідують воєнні злочини в Україні. Європейська правда. 13 жовтня 2022. URL: https://www.eurointegration.com.ua/news/2022/10/13/7148638/
\textsuperscript{20} Уряд Чехії схвалив направлення місії для розслідування воєнних злочинів в Україні. Європейська правда. 8 березня 2023. URL: https://www.eurointegration.com.ua/news/2023/03/8/7157622/
the Special Tribunal once it is established21. Website of Prosecutor General’s Office offers an algorithm of actions for victims and witnesses to record war crimes with the possibility to send video and photo materials that confirm the commission of crimes.

Important role in collecting data on the facts of aggression crime, genocide crime, crimes against humanity, and war crimes should be performed not only by law enforcement agencies, but by non-governmental, public organizations. The help of such organizations in documenting (recording) war crimes can be essential. This assistance can become critically important not only for starting a pre-trial investigation in Ukraine, but for providing necessary testimony (data) for the work of international courts (first of all, the International Criminal Court). An example of such activity is the coalition: Ukraine. 5 in the morning was formed by 16 Ukrainian human rights organizations specifically to record war crimes, crimes against humanity, and other gross violations of human rights. Similar functions for recording war crimes committed in Ukraine abroad (information received from refugees and temporarily displaced persons) were undertaken by the Sunflowers project22.

Recording information carried out by law enforcement agencies and public organizations abroad is important and necessary, but it can carry danger of suggesting information that did not exist, convincing the persons who turned to them about futility of official procedures. It should be noted that currently law enforcement agencies are only at the initial stages of collecting such information, but the possibility of correct interpretation and qualification of committed will depend on its proper processing.

It is obvious that collection, recording, classification and, as a result, legal assessment of evidentiary information requires its special protection at various stages. Thus, collection of evidentiary information has a priori complications from the problem of involving a large number of law enforcement officers with different levels of knowledge, different goals (including possible opposition and even the desire to destroy it) to complications of language component. Large number of problems that can result from the loss of evidence status are associated with the loss of information carriers (a large number of refugees, displaced persons, loss of servers due to hacker attacks, etc.).

The question arises about the need to develop certain algorithms, rules, questionnaires for collecting, documenting and recording evidentiary information. Special questionnaires and memos were developed by public organizations to record information about war crimes. In particular, the ZMINA Human Rights Center, the Ukrainian Helsinki Human Rights Union, Truth Hounds and Ukrainian Legal Advisory Group proposed a memo on recording evidence of crimes against civilian population23.

It is possible to talk about the need to develop forensic methods for investigation of international crimes, formation of a system of scientific provisions and recommendations regarding management and implementation of investigations and prevention of certain types of crimes (development of typical systems (algorithms) of actions of authorized persons). At the request of the legal community, in May 2022, representatives of the Department of Forensic Science of Yaroslav Mudryi National Law University for recording of war crimes during the Russian-Ukrainian war developed and proposed recommendations for photo recording of damaged (destroyed) property of Ukrainian citizens as a result of Russian military aggression (algorithm of actions when photographing a damaged (destroyed) high-rise building).

20 Офіс Генерального прокурора. URL: https://warcrimes.gov.ua
22 Див.: URL: https://zmina.info/articles/pamyatka-fiksacziyyi-dokaziv-zlochyniv-proty-czyvilnogo-naseleynnya/
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The need to record evidentiary information in modern conditions has led to formation of new directions in criminalistics: digital forensics, nuclear forensics, aerospace criminalistics, genomic criminalistics, etc.

While proving, possibility of using the latest technical means to record information (especially the scale of destruction during the Russian-Ukrainian war, damaged buildings, destroyed civilian infrastructure, victims among population) becomes important.

Currently, digital tools are intensively implemented in Ukraine, among which unmanned aerial vehicles (UAV)\(^\text{24}\) are defined as an aircraft whose flight control and control is carried out remotely using a remote training point located outside the aircraft, or an aircraft in flight autonomously according to the corresponding program\(^\text{25}\). Unique experience of using drones was gained by the Armed Forces of Ukraine during the repulse of the armed aggression of the Russian Federation\(^\text{26}\). Use of quadcopters makes it possible to record the consequences of war crimes and other crimes committed during the war against Ukraine. In particular, in Kharkiv, the military together with law enforcement agencies are recording the extent of the destruction in Northern Saltivka (the largest of affected districts)\(^\text{27}\).

In modern conditions of Russian aggression and the creation of danger near the nuclear power plants in Ukraine (Chernobyl, Zaporizhzhia, Khmelnytskyi, Rivne, etc. NPPs) and other dangerous (special) facilities, as well as threats to use tactical nuclear weapons, an appeal to the provisions becomes important nuclear forensics (Nuclear Forensics) a new direction of forensics and forensic science. In particular, nuclear forensics consists in the study of nuclear and other radioactive materials in order to find evidence of their origin, as well as the places and ways of their illegal circulation and enrichment, establishing weak points in ensuring the safety of such materials\(^\text{29}\). Establishing (recording) the facts of nuclear terrorism requires the use of nuclear forensic research methods, forensic examination of nuclear and other radioactive materials.

Use of digital information (digital evidence) is of paramount importance in the context of Russian full-scale war against Ukraine. There are peculiarities of using digital information in the investigation of war and other international crimes. In particular, according to O. Dufeniuk, investigation of war crimes in the digital age has specific features, which are due to: 1) capabilities of smartphone users and other devices with photo and video recording functions to document war crimes, broadcast events online and disseminate information via the Internet and social networks etc.; 2) possibilities of monitoring, monitoring of various objects; 3) digitization of forensic and

\(^\text{24}\) Перлін С. І., Лозова С. М. Деякі напрями використання безпілотних літальних апаратів у слідчій та експертній практиці. Вісник ЛДУВС ім. Е. О. Дідоренка. 2020. Вип. 1 (89). С. 269-279.

\(^\text{25}\) Правила виконання польотів безпілотними авіаційними комплексами державної авіації України. затв. Наказом Міністерства оборони України від 08.12.2016 р. № 661. URL: https://zakon.rada.gov.ua/laws/show/z0031-17


\(^\text{27}\) Див.: Аерокриміналістика: як дрони з людськими іменами фіксують злочини росіян. URL: https://www.ukrinform.ua/amp/rubric-technology/3655812-aerokriminalistika-akdroni-z-ludskimi-imenami-fiksuvut-zlocini-rosian.html

\(^\text{28}\) 6 березня 2022 р. російські війська обстріляли Харківський фізико-технічний інститут з реактивних систем залпового вогню «Град». В інституті знаходиться дослідна ядерна установка «Джерело нейтронів», в активну зону якої завантажено 37 паливних ядерних елементів.

\(^\text{29}\) Шепітько В., Шепітько М. Кримінальне право, криміналістика та судові науки: енциклопедія. Харків: Право, 2021. С. 302.
forensic expert activities; 4) transformation of the model of criminal proceedings from paper to electronic one30.

Reflection of war and other crimes of an international nature is reflected in the information space. Significant amount of information about committed international crimes is stored in electronic (digital) sources, computer systems, applications for smartphones, tablets, etc. In this sense, approaches regarding possibilities of working with so-called digital evidence (digital information or electronic traces) — information that is created with the help of high information technologies are gaining significant importance.

In scientific sources of foreign countries, the digital evidences term has become widely used which means any stored data or data transmitted using computer or other technology31. Along with the term digital evidence, others are used, for example: electronic evidence, electronic traces, digital sources of information, electronic documents, etc. Digital evidence requires new approaches to its collection, storage, use and research during evidence in criminal proceedings.

Important innovative direction in the development of forensics and forensics is the use of digital information. Forensic knowledge reflects certain trends of the globalized world. In fact, it is possible to state the emergence of a separate forensic direction: digital forensics.

Digital forensics is a separate forensic theory and type of forensic examination, which sets as its task the research on digital evidence using forensic techniques and available methods for the purpose of pre-trial investigation and trial32. Digital forensics is related to the process of collecting, obtaining, preserving, analyzing and presenting electronic (digital) evidence in pretrial and judicial proceedings. In this regard, R. L. Stepaniuk and S. I. Perlin note that “the tools and methods of digital forensics are focused on providing technical procedures for searching, extracting, storing, and forensic techniques and available methods for the purpose of pre-trial investigation and trial32. Digital forensics is related to the process of collecting, obtaining, preserving, analyzing and presenting electronic (digital) evidence in pretrial and judicial proceedings. In this regard, R. L. Stepaniuk and S. I. Perlin note that “the tools and methods of digital forensics are focused on providing technical procedures for searching, extracting, storing, and analyzing information contained in computer devices, electronic networks, and mobile phones and other digital devices, cloud storage, etc”33.

Development of digital criminalistics takes place in three main directions: 1) formation of a separate scientific field in criminology; 2) specific expertise application while working with digital evidence; 3) conducting forensic examinations (in particular, computer and technical examination).

The issue of obtaining information from open sources for the purpose of recording evidence of war crimes committed during the Russian-Ukrainian war requires special attention. Obtaining information from open sources or intelligence of open sources of information on Internet (Open-Source Intelligence: OSINT) involves the search, analysis and selection of certain information from publicly available sources34. Several Ukrainian OSINT communities, including Molfar, participate in investigations of Russian war crimes in Ukraine35.

OSINT technologies and methods allow you to get the most necessary information in the shortest possible time and by spending the least amount of resources36. The Number of sources of information and its volumes in OSINT are incomparably higher than as a result of obtaining it operationally, which requires the use of special automated information processing complexes and

---

31 Цехан Д. М. Цифрові докази: поняття, особливості та місце у системі доказування. Науковий вісник Міжнародного гуманітарного університету. Сер.: Юрипруденція. 2013. № 5. С. 257
34 Кожушко О. О. Розвідка відкритих джерел інформації (OSINT) у розвідувальній практиці США. URL: https://jrn.lnu.edu.ua/index.php/IMV/article/download/3264/3217
36 Уфімцева О. С. Використання OSINT в умовах збройної агресії РФ проти України. URL: https://dspace.onua.edu.ua/bitstream/handle/11300/19841/Уфімцева%20Олена%20Сергіївна%20народф7?sequence=1&isAllowed=y
the development of appropriate software37. In addition, the number of Internet users is growing every year. As of early October 2020, 4.9 billion people, or 63.2% of the world’s population, use the global network. And the size of data in this network reached 2.7 zettabytes (1 GB ~ 1012 GB)38.

In this regard, the provisions of the Berkeley Protocol on Digital Open Source Investigations39, which contain advice on recording digital evidence (digital information), become important. The Berkeley Protocol is a guide to the effective use of open source digital information in the investigation of violations of international criminal law, human rights and humanitarian law40.

The Berkeley Protocol for Open Digital Data Investigations describes the professional standards to be followed in the discovery, collection, preservation, analysis and presentation of publicly available digital information and its use in international criminal and human rights investigations41. At the same time, digital information in the public domain is publicly available information in a digital format, which is usually obtained from the Internet42.

Berkeley Protocol is a recommendation document presented in 2020 by the Center for Human Rights at the University of California, Berkeley and the Office of the United Nations High Commissioner for Human Rights. It outlines minimum standards for searching, collecting, storing, verifying and analyzing open sources, and can serve as a practical guide for lawyers (lawyers), journalists, law enforcement agencies and researchers. Fixed standards are the basis of any OSINT project, that is, intelligence based on open sources43.

Berkeley Protocol states that “open data investigation is an investigation that relies, in whole or in part, on publicly available information to conduct formal and systematic online investigations into alleged wrongdoing... Publicly available information can provide clues, support intelligence, and serve as direct evidence in courts44. Public access sources include: a) photos, videos, other publications; b) content created by the user in social networks, such as You Tube, Facebook, Instagram, etc.; c) satellite image data45.
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