Grounds For Limitation Of Labor Rights Of Employees Regarding Protection Of Personal Data Under Conditions Of Marital State

Abstract: the specified article examines personal data, their list, their extension to labor relations, definition of martial law is disclosed and the grounds for limiting the rights and freedoms of a person and citizen, their legal regulation, grounds for processing and guarantees for the protection of personal data of employees in the conditions of martial law are defined. It is noted that the personal data of an employee is a narrower concept than the personal data of a person and in connection with the lack of legal protection regulation of personal data of employees while their processing and protection, there are urgent issues that require legal regulation specifically by special legislation, which should be adopted from taking into account practice of ECHR and European experience. In addition, in Ukraine, the employer is not obliged to obtain consent from its employees for processing of their personal data, provided that the employee's personal data (for example, name, patronymic and surname of the employee, information about education, marital status) is used by the employer for exercising the rights and fulfilling owner duties in the field of labor relations in accordance with the law with provision of appropriate protection. It was concluded that employee's personal data in wartime, in particular in the occupied territories, are not protected, and require more detailed protection from both State and employers.
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Introduction. In modern conditions, any person, becoming a participant in social relations, must provide society, state institutions, and private enterprises with some information about himself. Therefore, it is necessary to understand what information is personal data of human in general and of a specific employee in the performance of his work duties, and what is the mechanism of its protection in ordinary everyday life and in the event of unavoidable circumstances.

Analysis of recent research and publications. In the modern science of labor law, this problem has also been studied by many scientists, in particular, the works of such scientists as M. M. Hrekova, V. V. Zhernakov, Ye. V. Krasnov, K. Iu. Melnyka, S. M. Prylypko, O. M. Yaroshenko, A. M. Chernobai,
M.V. Savchyn. However, at present, this topic remains relevant and not fully explored.

Formulation of research objectives. The purpose of this article is to study the reasons for limiting the labor rights of employees regarding protection of their personal data under martial law, grounds for their processing, guarantees of protection, and the analyzed norms regarding martial law, and their extension to the labor rights of employees.

Main Content Presentation. The legislator in our country determined that personal data is information or information pool about a natural person who is identified or can be specifically identified. The personal data term refers only to natural persons1.

Ministry of Justice of Ukraine in the clarification “Some issues of practical application of Law of Ukraine: On Personal Data Protection” dated on 21.12.20112 indicated that legislation of Ukraine does not establish and cannot establish a clear list of information about natural person that is personal data, for possibility of applying provisions of the Law to a variety of situations, including while processing personal data in information (automated) databases and personal data files that can arise in the future, in connection with changes in technological, social, economic and other fields of public life. Currently, Ministry of Justice, recognizing problem existence does not answer the question of what information allows identification of natural person, limiting itself to only general concepts about field of life.

In our country, the legislator has not defined an exhaustive list of information that belongs to personal data. However, the decision of the Constitutional Court of Ukraine dated on January 20, 2012 No. 2-pn/2012 provides indicative list of personal data that is not exhaustive according to which information about personal and family life (personal data about him) is any information or a set of information about a natural person who is identified or can be specifically identified, namely: nationality, education, marital status, religious beliefs, state of health, financial status, address, date and place of birth, place of residence and stay, etc., data on personal property and non-property relations of this person with other persons, in particular family members, as well as information on events and phenomena that occurred or are occurring in the household, intimate, social, professional, business and other fields of the personal life, with exception of data regarding the exercise of powers by a person holding a position related to the performance of functions of the state or local self-government bodies. Such information about an individual and his family members is confidential and can be shared only with their consent, except for cases specified by law and only in the interests of national security, economic well-being and human rights3.

In accordance with the first and second parts of Article 32 of the Basic Law, no one can be subjected to interference in his personal and family life, except for the cases provided for by the Constitution of Ukraine. It is not allowed to collect, store, use and distribute confidential information about a person without his consent, except for cases specified by law and only in interests of national security, economic well-being and human rights4.

1 Закон України від 01.06.2010 №2297-VI. URL: https://zakon.rada.gov.ua/laws/show/2297-17#Text
3 Рішення КСУ від 20.01.2012 № 2-pn/2012a конституційним поданням Жашківської районної ради щодо спілкування ст. 32 Конституції України. URL: https://zakon.rada.gov.ua/laws/show/v002p710-12#Text
4 Конституція України від 28.06.1996 р. № 254к/96-ВР. Редакція від 01.01.2020. URL: https://zakon.rada.gov.ua
In labor law, the employee’s personal data should be considered as information that employer needs to obtain regarding each employee in connection with labor relations.

However, in connection with military aggression of Russian Federation against Ukraine, on the basis of the proposal of National Security and Defense Council of Ukraine, martial law was introduced in our country from 05:30 on February 24, 2022 for a period of 30 days that is valid even in current conditions.

The legislator defines martial law as a special legal regime introduced in Ukraine or in some of its localities in the event of armed aggression or threat of attack, danger to the state independence of Ukraine, its territorial integrity, and provides for provision of relevant state authorities, military command, military administrations and local authorities self-governance of the powers necessary to avert the threat, repulse armed aggression and ensure national security, eliminate the danger threat to State independence of Ukraine, its territorial integrity, as well as temporary, caused by the threat, restriction of the constitutional rights and freedoms of a person and a citizen and the rights and legitimate interests of legal entities with indicating the term of validity of these restrictions.

Therefore, by its legal nature, martial law is a special legal regime that can be imposed under certain conditions on the territory of the whole of Ukraine, or in some of its localities, the grounds for which are imposed are: armed aggression of another country; threat of attack; danger of State independence of Ukraine; danger to territorial integrity of the State.

It should be noted that in the 19th and 20th centuries, martial law was introduced in more than 80 countries of the world. The most famous cases of the introduction of martial law: in the USA while the San Francisco earthquake in 1906, the miners’ strike in 1914, Japanese attack on Pearl Harbor in 1941 and the African-American demonstrations in Detroit in 1967; in Canada to stop separatist demonstrations in the province of Quebec in 1970; in Poland, with the aim of suppressing the protest movement led by the Solidarity trade union in 1981; in Panama, after the invasion of country by US troops in 1989; in Yugoslavia, in connection with the NATO operation: Union Force in 1999; in Georgia as a result of Russia attack in 2008; in Thailand, in response to anti-government protests in 2014; in Turkey, due to an attempted military coup in 2016; in the Philippines, in connection with intensification of activities of extremists. It should be noted that during introduction of martial law in each of the mentioned countries, during various historical events of each country, state applied restrictions on human rights and freedoms. However, the number of restricted rights and the level of such restrictions had a significant difference. Thus, in relation to introduction of martial law in democratic countries, there is a certain list of rights that cannot be violated in any case or are of a temporary and minimal nature. However, in totalitarian countries, human rights were limited in their entirety.

M. V. Savchyn comparing legislation on restriction of human rights and freedoms in Ukraine and the approaches to the mentioned issue within the framework of international law, noted that human rights can be limited by observing principle of proportionality, exclusively on the basis of the law adopted by parliament as the highest representative body of government.
and in compliance with conditions of the need to define the boundaries of subjective law taking into account the interests of other persons.

Legal basis for the introduction of martial law in our country is Constitution of Ukraine, the Law of Ukraine: On Legal Regime of Martial Law and Decree of the President of Ukraine: On the Introduction of Martial Law in Ukraine in Certain Localities approved by the Verkhovna Rada of Ukraine.

Basic Law of Ukraine declares that constitutional rights and freedoms of a person and a citizen cannot be limited, except in cases provided for by the Constitution of Ukraine. In conditions of war or State of emergency, separate restrictions of rights and freedoms can be established with an indication of the validity period of these restrictions. The rights and freedoms stipulated by Articles 24, 25, 27, 28, 29, 40, 47, 51, 52, 55, 56, 57, 58, 59, 60, 61, 62, 63 of the Constitution cannot be limited.

The specified norms of the Constitution of Ukraine correspond to the norms of Universal Declaration of Human Rights stipulating that in the exercise of their rights and freedoms, each person should be subject to only such restrictions as are established by law exclusively for the purpose of ensuring proper recognition and respect for the rights and freedoms of others and ensuring fair requirements of morality, public order and general well-being in a democratic society.

Restrictions that are introduced during operation of legal regime of wartime should correspond to the limits and scope necessary to ensure possibility of introducing and implementing measures of the legal regime of martial law.

As stated above, a special normative act that defines the content of legal regime of martial law, the procedure for its introduction and cancellation, the legal basis of activities of state authorities, military command, military administrations, local self-government bodies, enterprises, institutions and organizations in conditions of martial law, guarantees rights and freedoms of a person and a citizen and the rights and legitimate interests of legal entities is the Law of Ukraine: On Legal Regime of Martial Law dated on May 12, 2015 No. 389-VIII.

Thus, certain specifics of temporary restriction of constitutional rights and freedoms of a person and a citizen in connection with introduction of martial law are defined by Article 6 of Law No. 389-VIII, paragraph 5 which first part specifies that decree of the President of Ukraine on introduction of martial law specifies an exhaustive list of constitutional rights and freedoms of a person and a citizen, which are temporarily limited in connection with introduction of martial law with indication of the period of validity of these restrictions, as well as temporary restrictions of the rights and legal interests of legal entities with the indication of validity period of these restrictions.

In his decree, President of Ukraine determined the following: in connection with introduction of martial law in Ukraine, constitutional rights and freedoms of a person and a citizen, provided for in Articles 30 — 34, 38, 39, 41 can be temporarily limited for the period of legal regime of martial law 44, 53 of the Constitution of Ukraine, as well as to introduce temporary restrictions on the rights and legal interests of legal entities within the limits and to the extent necessary to ensure the possibility of introducing and implementing provisions.

9 Конституція України від 28.06.1996 р. № 254к/96-ВР. Редакція від 01.01.2020. URL: https://zakon.rada.gov.ua
10 Фігелі Ю.О. Обмеження прав людини в умовах воєнного стану. Науковий вісник Львівської комерційної академії. Серія «Юридична». 2015. Випуск № 2. С. 223.
11 Про правовий режим воєнного стану: Закон України від 12.05.2015 № 389-VIII. URL: https://zakon.rada.gov.ua/laws/show/389-19#Text
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Therefore, personal data of employees is contained, as a rule, in the form of cards stored at the enterprise, or in electronic form in specially developed software.
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During period of the legal regime of martial law in Ukraine, constitutional rights and freedoms of a person and a citizen, in particular, provided for in Art. 32 of the Constitution of Ukraine may be limited.

Thus, in labor legislation of our country there is no legal regulation of the protection of personal data of employees, although this issue is relevant, since when hiring for any job, including both through competition and under a contract, and while work itself, employee you need to provide employer with your personal data, namely information about the person himself, his education, marital status, information about work experience, information about health and even information about income, etc.

However, it should be noted that on October 25, 2022, Verkhovna Rada of Ukraine registered draft law № 8153 On Personal Data Protection which purpose is to speed up integration of Ukraine into the Single Digital Market of European Union, as well as to bring national legislation as close as possible to European standards in the field protection of personal data. It should also strengthen the protection of the rights of persons related to processing of personal data, introduce mechanisms for realization of such rights, including for the fight against cybercrime, and also establish an appropriate and high level of protection of personal data. This draft law contains Chapter VIII Processing of personal data by the employer which for the first time in Ukraine will regulate the procedure for processing personal data specifically between the employer and the employee and/or candidate for employment, civil servant, which relate to employment, execution of the employment contract (contract), gig contract, including execution responsibilities provided for by legislation, constituent documents, collective agreement, as well as planning and effective management of the state authority and local self-government body, enterprise, institution or organization and termination of labor relations. The specified draft law provides that processing of personal data by the employer will be carried out in accordance with the requirements of the Labor Code of Ukraine of this Law, taking into account the features provided for in this section. However, as stated above, currently the Labor Code of Ukraine does not contain provisions regarding personal data of employees.

Data about employees reflected in personnel documents, in particular about age, date and place of birth, place of residence, actual place of residence, registration number of the taxpayer registration card, social status, state of health are considered personal data of the employee which together constitute the database personal data or part thereof. In addition, the documentation of enterprises, institutions and organizations in electronic form and/or in the form of filing cabinets, containing structured personal data of employees in a certain way is also considered a personal data base or its part.

Thus, personal data of employees is contained, as a rule, in the form of cards stored at the enterprise, or in electronic form in specially developed software.
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In accordance with Article 15 of this Convention, in time of war or other public danger threatening the life of the nation, any High Contracting Party may take measures derogating from its obligations under this Convention only to the extent required by situation urgency and provided that such measures do not conflict with its other obligations under international law14.

Article 9 of Convention on Protection of Individuals in Connection with Automated Processing of Personal Data states that deviations from provisions of Articles 5 (Data quality), 6 (Special data categories) and 8 (Additional guarantees for the data subject) of this Convention are allowed when such a deviation is provided for by legislation of the Party and is a necessary measure in a democratic society aimed at: a) protection of State and public security, financial interests of the State or fight against criminal offenses; b) protection of the subject or the rights and freedoms of other people15.

The Law of Ukraine: On Personal Data Protection regulating legal relations related to protection and processing of personal data in our country, contains provisions regarding the limitation of its effect, in particular, limitation of the effect of Articles 6 (General requirements for personal data processing) subjects of personal data or other persons16.

Accordingly, the above indicates that in fact there can be no limitations to legitimate purpose principles, necessity and legality. These principles are owner obligations which who should observe under any conditions, even under martial law.

In other words, in conditions of martial law introduced in Ukraine, protection of personal data of employees from accidental loss or destruction, damage, from illegal data processing, including illegal destruction or access to personal data stored in paper form, protection of information resources that contain personal employee data is important for our country and requires more robust protection, both from the State and from the owners or managers of personal data.

On March 12, 2022, resolution of the Cabinet of Ministers of Ukraine: Some issues of ensuring the functioning of information and communication systems, electronic communication systems, and public electronic registers under martial law entered into force established that during period of martial law, ministries, other central and local executive bodies authorities, state and communal enterprises, institutions, organizations belonging to the field of their management, ensure the proper functioning information, information and communication and electronic communication systems, public electronic registers, which owners (holders) and/or administrators they are and protection information processed in , as well as the protection of state information resources, can take the following additional measures:

1) place state information resources and public electronic registers on cloud resources and/or in data processing centers located outside of Ukraine and register domain names in the gov.ua domain;

2) create additional backup copies of state information resources and public electronic registers in compliance with requirements for integrity, confidentiality and availability established for such resources;

4) stop and limit information operation, information and communication and electronic communication systems, as well as public electronic registers.

During period of martial law, use of cloud resources and/or data processing centers located in the temporarily occupied territory of Ukraine is strictly prohibited, and the specified measures should be stopped within six months

---

14 Konwencja z 4.11.1950 r. o ochronie godności podmiotowej w związku z przetwarzaniem danych osobowych. URL: https://zakon.rada.gov.ua/laws/show/995_004#Text 14

15 Konwencja z 4.11.1950 r. o ochronie godności podmiotowej w związku z przetwarzaniem danych osobowych. URL: https://zakon.rada.gov.ua/laws/show/994_326

16 Pro zaïst perсonalьних даних: Закон України від 01.06.2010 N2297-VI. URL: https://zakon.rada.gov.ua/laws/show/2297-17#Text
Grounds For Limitation Of Labor Rights Of Employees Regarding Protection Of Personal Data Under Conditions Of Marital State

Processing of personal data of employees in wartime should be carried out, in particular, in the cases provided for by laws of Ukraine, in the manner determined by legislation.

The grounds for processing personal data in accordance with Law requirements are: consent of personal data subject to processing of his personal data; permission to process personal data granted to the owner of personal data in accordance with the law exclusively for exercise of his powers; conclusion and execution of a transaction to which the subject of personal data is a party or that was concluded for the benefit of subject of personal data or for the implementation of measures preceding conclusion of the transaction at the request of the subject of personal data; protection of vital interests of the subject of personal data; the need to fulfill the obligation of the owner of personal data provided by law; the need to protect legitimate interests of the owner of personal data or a third party to whom personal data is transferred, except when the needs to protect fundamental rights and freedoms of the subject of personal data in connection with processing of his data prevail over such interests.

At the same time, the consent of the subject of personal data is only one of the six legal grounds for the processing of personal data provided by the Law. If available grounds specified in clauses 2-6 of the first part of Article 11 of the Law, processing personal data is carried out without consent of the of personal data subject, but on the law basis. Thus, processing of personal data should be proportionate and carried out for specific and legitimate purposes.

Thus, in Ukraine, the employer is not obliged to obtain consent from its employees for processing of their personal data, provided that the employee’s personal data (for example, the name, patronymic and surname of employee, information about education, marital status) is used by employer for exercising the rights and fulfilling the duties of the owner in the field of labor relations in accordance with the law with provision of appropriate protection. However, written consent is required for processing of “sensitive” employee data.

Processing procedures, processing period and composition of personal data must be proportionate to the purpose of processing and based on legal grounds.

The following requirements for personal data processing are established, namely, the owner determines: 1) purpose and grounds of personal data processing; 2) categories of personal data subjects; 3) composition of personal data; 4) procedure for processing personal data, namely: method of collecting and accumulating personal data; term and conditions of storage of personal data; conditions and procedure for changing, deleting or destroying personal data; 5) terms and procedure of transfer of personal data and the list of third parties to whom personal data can be transferred; procedure for access to personal data of persons who carry out processing, as well as subjects of personal data; measures to ensure personal data protection; procedure for saving information about operations related to processing personal data and access to.

Processing purpose of personal data should always be clear and legal and should be formulated in laws, other normative legal acts, provisions, constituent

17 Дякі питання забезпечення функціонування інформаційно-комунікаційних систем, електронних комунікаційних систем, публічних електронних реєстрів в умовах воєнного стану: Постанова Кабінету Міністрів України від 12.03.2022 № 263 URL: https://zakon.rada.gov.ua/laws/show/263-2022-%D0%BF#Text
18 Про захист персональних даних: Закон України від 01.06.2010 №2297-VI. URL: https://zakon.rada.gov.ua/laws/show/2297-17#Text
19 Про затвердження документів у сфері захисту персональних даних: Наказ Уповноваженого ВР з прав людини від 08.01.2014 № 1/02-14. URL: https://zakon.rada.gov.ua/laws/show/v1_02715-14#Text
or other documents that regulating the owner activities of personal data, and
should comply with legislation on protection of personal data.

The Law of Ukraine: On the Legal Regime of Martial Law, that as stated
above, is a special law, provides that introduced martial law provides relevant
bodies of State power, military command, military administrations and
local self-government bodies with the powers necessary to avert the threat,
repulse armed aggression and ensuring national security, eliminating threats
to independence State of Ukraine, its territorial integrity.

In such a case, the grounds for processing (collection, registration,
accumulation, storage, adaptation, modification, renewal, use, distribution,
destruction, etc.) of personal data by relevant state bodies and local self-
government bodies are clauses 2 and 5 of part one of Article 11 of the Law
of Ukraine: On Protection of Personal Data, namely: permission to process
personal data granted to the owner of personal data in accordance with the law
exclusively for exercise of his powers (that is, for each processing of personal
data, corresponding right should be provided by law each time. This provision
of the Law allows processing personal data not only in the case when there
is a direct indication of the law, and when it is objectively determined by
State body powers); and the need to fulfill obligation of personal data owner
provided by law (owner can process only those personal data of subjects that
are necessary for him to fulfill his obligation, provided by law). At the same
time, it is paragraph 5 that mostly applies to subjects of private law.

The Law of Ukraine: On Management of Labor Relations in Conditions of
Martial Law establishes that during the period of martial law, procedure for
management of labor relations affairs, registration and maintenance of labor
books and archival storage of relevant documents in areas of active hostilities
is determined by employer independently, provided that keeping reliable
records of the work performed by the employee and accounting of labor
costs. During the period of martial law, the parties to employment contract
can agree on alternative methods of creating, forwarding and storing the
employer’s orders (orders), notices and other documents on labor relations
issues and on any other available method of electronic communication,
chosen by agreement between the employer and employee20.

State authorities, local self-government bodies, enterprises, institutions of
all ownership forms, natural persons: entrepreneurs, natural persons engaged
in independent professional activity, who process personal data are obliged
to ensure protection of this data against accidental loss or destruction, from
illegal processing including illegal destruction or access to personal data.

Protection means measures taken by the system for access control, data
protection (confidentiality, integrity, availability), description of processes
and procedures, protection against attacks, technical support, staff training.

Owner and administrator of personal data take measures to ensure the
protection of personal data at all stages of their processing, including with the
help of organizational and technical measures.

Owner, administrator of personal data independently determines the list
and composition of measures aimed at security of personal data processing,
taking into account requirements of legislation in the areas of personal data
protection and information security.

Protection of personal data involves measures aimed at preventing their
accidental loss or destruction, illegal processing, including illegal destruction
or access to personal data21.

20 Про організацію трудових відносин в умовах військового стану: Закон України від 15.03.2022
№ 2136-IX. URL: https://zakon.rada.gov.ua/laws/show/2136-20#Text
21 Про затвердження докumentів у сфері захисту персональних даних: Наказ Уповноваженого
ВР з прав людини від 08.01.2014 № 1/02-14. URL: https://zakon.rada.gov.ua/laws/show/
v1_02715-14#Text
In other words, personal data protection includes two mandatory elements: the owner’s obligation to take organizational and technical measures to prevent their accidental loss or destruction, illegal processing, including illegal destruction or access to personal data; and obligation of each employee of the owner and administrator not to allow the disclosure of personal data that became known to him in connection with performance of professional or official or labor duties, so-called obligation of confidentiality.

Organizational protection measures include: determining procedure for accessing personal data of the owner/manager’s employees; determining procedure for keeping records of operations related to processing of the subject’s personal data and access to; development of an action plan in case of unauthorized access to personal data, damage to technical equipment, emergency situations; regular training of employees working with personal data.

Requirements for technical measures are established by separate legislation in the field of information security, in particular, it includes the Law of Ukraine: On Protection of Information in Automated Systems, Resolution of the Cabinet of Ministers of Ukraine: Some Issues of Ensuring the Functioning of Information and Communication Systems, Electronic Communication Systems, Public Electronic registers under martial law etc.

Under specified circumstances, analyzing the above, in conditions of martial law, responsibility for personal data protection of employees rests with the owner or manager of personal data (if any), in other words, in most cases, with employer. The listed organizational and technical measures are general and not mandatory for application, and in each case the owner or administrator of personal data develops a plan of measures that should be effective but not illusory. Personal data use is impossible without an effective system of their protection. The disclosure of “sensitive” personal data in general can lead to negative consequences.

However, with the beginning of the full-scale invasion of Ukraine and de-occupation of territory part of our country, there were cases when the personal data of employees was stored only in paper form at the enterprise, and personal data owner was forced to leave the territory, leaving the file cabinets in the building of the enterprise itself that led to illegal distribution of personal data of the specified employees; there is no protection in this case at all that is a violation. If the personal data of employees were stored in IT processing programs and got into Internet and their further distribution over the network took place, or if they were on a server that was actually located in another country and was subject to the legislation of another country that significantly is different from ours, then in this case there are no effective mechanisms to guarantee their protection, whether the above should be attributed to insurmountable circumstances (force majeure) that is an actual issue at this time.

Conclusions. Taking into account the above, it should be noted that protection of personal data of employee in Ukraine is currently not regulated by special legal norms, therefore, upon hiring, employer processes them in accordance with requirements of the Law of Ukraine: On Personal Data Protection that are general norms, i.e. in this case, processing of employee data is carried out at employer discretion, taking into account general provisions, and therefore their protection in most cases is completely missing, which is extremely important in the conditions of imposed martial law, since in the occupied territories personal data...
of employees ended up in the “hands of enemy” that in the future, it can lead to serious consequences, and is a violation of the employee’s labor rights. Therefore, we propose to improve the national legislation regarding personal data of employees and specify the grounds for their processing by employer in accordance with the classifier of professions, indicating effective system of guarantees for their protection and establishing appropriate employer responsibility for their violation, which in the future will provide a real opportunity to protect the rights of the employee even in conditions of military or state of emergency, and predict exactly which circumstances of illegal processing of personal data of employees can be attributed to unavoidable circumstances.

Reference

Pro zakhyst personalnykh danykh: Zakon Ukrainy vid 01.06.2010 №2297-VI. URL: https://zakon.rada.gov.ua/laws/show/2297-17#Text [in Ukrainian].


Rishennia KSU vid 20.01.2012 № 2-rp/2012z konstytutsiynim podanniam Zhashkivskoi raionnoi rady shchodo tlumacheninia st. 32 Konstytutsii Ukrainy. URL: https://zakon.rada.gov.ua/laws/show/v002p710-12#Text [in Ukrainian].

Konstytutsiia Ukrainy vid 28.06.1996 r. № 254k/96-VR. Redaktsiia vid 01.01.2020. URL: https://zakon.rada.gov.ua [in Ukrainian].


Konventsii pro zakhyst prav liudyny i osnovopolozhnykh svobod vid 04.11.1950 r. URL: https://zakon.rada.gov.ua/laws/show/995_004#Text14 [in Ukrainian].

Konventsii pro zakhyst osob u zviazku z avtomatyzovanoiu obrobkoiu personalnykh danykh vid 28.01.1981 r. URL: https://zakon.rada.gov.ua/laws/show/994_326 [in Ukrainian].

Deiaki pytannia zabezpechenia funktsionuvannia informatissi-no-komunikatsiinykh system, elektronnykh komunikatsiinykh system, publichnykh elektronnykh reestriv v umovakh voiennoho stanu: Postanova Kabinetu Ministriv Ukrainy vid 12.03.2022 № 263 URL: https://zakon.rada.gov.ua/laws/show/263-2022-%D0%BF#Text [in Ukrainian].


Pro orhanizatsiiu trudovykh vidnosyn v umovakh voiennoho stanu: Zakon Ukrainy vid 15.03.2022 № 2136-IX. URL: https://zakon.rada.gov.ua/laws/show/2136-20#Text [in Ukrainian].

Received by Editorial Board: 18.04.2023

Suggested Citation: